
資訊安全風險管理與運作情形 

本公司於 2024 年設置資通安全專責單位，設置資訊安全專責主管及資訊安全

專責人員，負責訂定公司資訊安全政策，規劃資訊安全措施，及執行相關之資

訊安全作業，為提升資通安全風險評估及防範準備，不定期參加專業職能訓練

課程，本公司已於 2024 年取得 ISO/IEC 27001:2022 認證，證書之有效期為

2024 年 12 月 5 日至 2027 年 12 月 4 日。透過 ISO/IEC 27001:2022 資通安全

管理系統之導入，強化資通安全事件之應變處理能力，保護公司與客戶資產安

全。 

●2025 年資通安全教育按月宣導： 

月份 宣導主題 

1 月 漏駭客新型社交工程攻擊手法 

2 月 識別 AI 生成的詐騙 

3 月 資通安全政策聲明 

4 月 國家安全研究院對於基本資安防護實務的一般性介紹 

5 月 OWASP 公布的 2025 年 LLM 應用程式的 10 大風險 

6 月 駭客組織正針對台灣和日本發動精密且隱匿的網路間諜攻擊 

7 月 網路釣魚攻擊有很多種形態跟樣貌 

8 月 駭客組織持續升級社交工程與釣魚攻擊手法 

9 月 上櫃公司「應用奈米醫材科技股份有限公司（代號 6612）」，其旗下

美國子公司 AST VISIONCARE INC.（ASTVC-US）因收到詐騙郵件，

導致應收的現金股利匯入假帳戶遭詐騙事件 

10 月 駭客組織疑似聯手,資安威脅再升級 

11 月 詐騙手法層出不窮, 過去的病毒攻擊已經逐步轉換到社交工程攻擊 

12 月 假主管傳送釣魚郵件 

 

●重大資訊安全事件對公司影響及因應措施： 

本公司資訊安全專責單位除了提供例行每月資訊安全宣導，加強對員工資訊

安全宣導與教育訓練 ，以有效避免員工落入釣魚攻擊的風險，針對資訊系統 ，

建置SOC系統時時監控系統運作 並針對SOC報告進行風險管控。本公司於 

2025年度並未發生重大資訊安全事件。 


